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Création Utilisateur
adduser
La commande adduser, invoquée par un compte d'administration, démarre le script de création de compte d'utilisateur :
sudo adduser identifiant
Sont ensuite demandées, une à une, les informations à affecter au nouveau compte d'utilisateur. Appuyer sur la touche [Entrée] du clavier enregistre l'information renseignée et passe à la question suivante.
Lorsque toutes les informations requises ont été récupérées, un récapitulatif est présenté à l'administrateur. Celui-ci doit alors confirmer la création du nouveau compte ou recommencer l'opération. Sur confirmation des informations, le script appelle useradd pour créer le nouveau compte et crée un nouveau dossier personnel à partir de la structure contenue dans le répertoire /etc/skel/.
Certaines options peuvent être précisées à adduser, pour fournir certains paramètres supplémentaires. Consultez le manuel de adduser (en) pour lire davantage à propos de ces options.

useradd
Création d’utilisateur en mode script ….
	OPTIONS
	DESCRIPTION

	-d (–home)
	Indiquer le répertoire home à créer

	-D, –defaults
	Modifier des valeurs des options par défaut de la commande useradd

	-e (–expiredate)
	Créer un utilisateur avec une date d’expiration

	-g (–gid)
	Indiquer le gid de l’utilisateur

	-G (–groups)
	Spécifier le groupe auquel l’utilisateur appartient

	-m (–create-home)
	Créer le répertoire de l’utilisateur (home) – par défaut /home/utilisateur

	-r (–system)
	Créer un utilisateur système

	-s (–shell)
	Indiquer le shell de connexion (/bin/bash, /bin/false, …)

	-u (–uid)
	Spécifier l’UID de l’utilisateur

	-U (–user-group)
	Crée / ajoute un groupe avec le même nom que l’utilisateur.



Création de Groupe
Addgroup
Création de groupe e, mode interactifs ….
Groupadd
Création de groupe en mode script ….
Modifier le groupe principal d'un utilisateur
Alors qu'un compte d'utilisateur peut faire partie de plusieurs groupes, l'un des groupes est toujours le « groupe principal » et les autres sont des « groupes secondaires ». Le processus de connexion de l'utilisateur et les fichiers et dossiers créés par l'utilisateur seront attribués au groupe principal.

Pour modifier le groupe principal auquel un utilisateur est affecté, exécutez la commande usermod , en remplaçant examplegroup par le nom du groupe que vous souhaitez définir comme principal et exampleusernameavec le nom du compte utilisateur.

usermod -g groupname username
Notez le -g ici. Lorsque vous utilisez un g minuscule, vous affectez un groupe principal. Lorsque vous utilisez un -G majuscule, comme ci-dessus, vous affectez un nouveau groupe secondaire.

Afficher les groupes auxquels un compte d'utilisateur est attribué
Pour afficher les groupes auxquels le compte utilisateur actuel est attribué, exécutez la commande groups . Vous verrez une liste de groupes.
groups
Pour afficher les identifiants numériques associés à chaque groupe, exécutez plutôt la commande id :
id
Ajouter un utilisateur à plusieurs groupes
Lors de l'attribution des groupes secondaires à un compte d'utilisateur, vous pouvez facilement attribuer plusieurs groupes à la fois en séparant la liste par une virgule.
usermod -a -G group1,group2,group3 exampleusername
Par exemple, pour ajouter l'utilisateur nommé geek aux groupes ftp, sudo et example, vous exécuteriez :
usermod -a -G ftp,sudo,example geek
Vous pouvez spécifier autant de groupes que vous le souhaitez, séparez-les simplement par une virgule.
Les fichiers utilisateurs
Les commandes ci-dessus modifient les fichiers systèmes suivants qu'il est évidemment fortement déconseillé de modifier manuellement :
/etc/passwd
/etc/shadow
/etc/group
Le fichier /etc/passwd contient les informations suivantes sur les comptes utilisateurs :

root:x:0:0:root:/root:/bin/bash
bind:x:117:119::/var/cache/bind:/usr/sbin/nologin
ddemangel:x:1003:1002:demangel denis formateur:/home/ddemangel:/bin/bash

· nom_utilisateur correspond au login de l'utilisateur.
· mot_de_passe correspond au mot de passe de l'utilisateur remplacé par un x pour des raisons de sécurité.
· uuid correspond à l'identifiant système de l'utilisateur.
· guid correspond au groupe principal de l'utilisateur.
· commentaire (parfois appelé champ GECOS) correspond à un commentaire textuel sur l'utilisateur qui est souvent son nom réel (Prénom et Nom) et autres informations (n° bureau, téléphone..) séparées par des virgules.
· home correspond au répertoire home de l'utilisateur sur ce système, /dev/null si compte sans home (sur un serveur).
· shell correspond à l'interpréteur shell par défaut de l'utilisateur, /bin/false pour interdire l'utilisation du shell (sur un serveur).
Le fichier group …
root:x:0:
adm:x:4:syslog,install
sudo:x:27:install
ddemangel:x:1002:

Le fichier shadow
root:*:18863:0:99999:7:::
ftp:*:19089:0:99999:7:::
ddemangel:$6$aY3eX1uaK3..Ov$/nbWJIVrMaRNLGp9BWh1C3vmxhT6DuVBxhxZ3W8uq7Q4G1ouW/fK7uTMLdvrrgSN57P3c2Jq53lH/FSOafPn8.:19137:0:99999:7:::
toto:!:19173:0:99999:7:::
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